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Formato de requerimiento o reclamación de protección de datos

Llenado por solicitante
	1. Información del solicitante

	Nombre completo:
	
	Tipo de solicitante

	Correo electrónico:
	
	Dueño
	Representante Legal
	Autoridad
	Otro - describir

	Teléfono
	
	( )
	( )
	( )
	( )

	Dirección:
	
	Identificación presentada
	ID de identificación
	Fecha de solicitud

	
	
	( ) Cédula ( ) Pasaporte ( ) Otro
	
	dd/mm/aaaa



Llenado por solicitante
	2. Solicitud 

	Acceso a datos personales
	Rectificación de datos personales
	Cancelación de datos personales
	Oposición al tratamiento de datos
	Revocación de consentimiento
	Reclamación por uso indebido de datos
	Solicitud de información sobre políticas de privacidad
	Otro (especifique):

	( )
	( )
	( )
	( )
	( )
	( )
	( )
	( )

	Descripción:
	





USO INTERNO
	3. Descripción del Requerimiento o Reclamación 

	Fecha de recepción
	Área receptora
	Descripción detallada de la solicitud
	Documentos anexos
	Medio de recepción

	dd/mm/aaaa
	( ) RH
( ) Finanzas
( ) IT
( ) Calidad
( ) Otro
	Escribir aquí.
	( ) Sí, ( ) No
Describir:
	( ) Portal web
( ) Teléfono
( ) Correo
( ) Otro



	4. Evaluación y Seguimiento
	ID de caso: FONGTEK-xxxx-ddmmaaaa

	Responsable asignado
	Área responsable
	Fecha de asignación
	Clasificación de requerimiento
	Nivel de Riesgo

	
	
	dd/mm/aaaa
	Interno
	Externo
	Legal
	Otro
	( ) Bajo
( ) Medio
( ) Alto

	
	
	
	( )
	( )
	( )
	( )
	



	5. Resultado de la Atención

	Acción tomada
	Descripción de la respuesta emitida

	Aceptada
	Rechazada
	En proceso
	Escalada a autoridad
	


	( )
	( )
	( )
	( )
	

	Área emisora
	Fecha de emisión
	Medio de respuesta

	
	dd/mm/aaaa
	( ) Correo electrónico ( ) Carta física ( ) Otro:




	6. Cierre de caso

	Firma del solicitante
	Firma del responsable FONGTEK

	



	




	Fecha de cierre
	Observaciones finales

	dd/mm/aaaa
	



Procedimiento:

(Aplicable para empleados, candidatos, proveedores y clientes)

1. Objetivo

Establecer el proceso estándar para la recepción, registro, análisis y atención de cualquier requerimiento o reclamación relacionada con la protección de datos personales, asegurando el cumplimiento de las leyes locales aplicables y garantizando la adecuada gestión de incidentes y solicitudes sobre datos personales.

2. Alcance

Este procedimiento aplica a todas las solicitudes recibidas por FONGTEK a través de:

· El Help Desk de Servicios Internos
· El buzón: 
· Cambios y reclamos: protecciondedatos@fongtek.com
· Eventos críticos con clientes y/o proveedores: gerencia@fongtek.com, itservices@fongtek.odoo.com.
· Eventos críticos con empleados: hr@fongtek.odoo.com@fongtek.odoo.com, itservices@fongtek.odoo.com
· Contactos directos del área de IT
· Recursos Humanos (solo para casos relacionados con empleados)
· Solicitudes o reportes detectados directamente por FONGTEK

3. Tipos de Solicitudes Admitidas

Las solicitudes deberán clasificarse en las siguientes categorías:

1. Incidentes relacionados con datos personales:
a. Accesos no autorizados
b. Fuga o pérdida de información
c. Uso indebido de datos
d. Manipulación indebida de bases de datos
2. Solicitudes generales:
a. Acceso a datos personales
b. Rectificación de datos personales
c. Cancelación de datos personales
d. Oposición al tratamiento de datos
3. Otros trámites:
a. Revocación del consentimiento
b. Solicitud de información sobre políticas de privacidad
c. Consulta general o aclaración
d. Otros (especificar con detalle)




4. Procedimiento General

Cambios, reclamos o ajustes a los datos personales.

4.1 Recepción del Requerimiento

Las solicitudes podrán recibirse por los siguientes medios:
· Formato oficial correctamente llenado y enviado por el cliente o empleado.
· Solicitud enviada por correo a protecciondedatos@fongtek.com.
· Ticket levantado en el Help Desk de Servicios Internos.
· Notificación directa a IT o RRHH (según corresponda).

Nota: toda solicitud deberá registrarse obligatoriamente en el Help Desk para trazabilidad, tiempos de atención, histórico y evidencia de seguimiento.

4.2 Validación del Solicitante

Una vez recibida la solicitud, el agente responsable deberá:

1. Verificar identidad del solicitante:
a. Nombre completo
b. Relación con FONGTEK (cliente, empleado, proveedor, candidato)
c. Información asociada al caso (correo, número de empleado, etc.)
2. Validar si la solicitud involucra datos de empleados internos:
a. En este caso, se deberá notificar a Recursos Humanos hr@fongtek.odoo.com@fongtek.odoo.com e IT itservices@fongtek.odoo.com .
3. Si la solicitud es realizada por clientes o externos:
a. Se deberá notificar a IT itservices@fongtek.odoo.com , y escalar con copia a Gerencia gerencia@fongtek.com, debido a la criticidad y por temas de cumplimiento legal.

4.3 Registro en el Help Desk

El ticket deberá incluir:

· Tipo de solicitud
· Evidencias adjuntas (capturas, correos, documentación)
· Fecha y hora de recepción
· Nombre del solicitante
· Departamento involucrado
· Nivel de criticidad (bajo, medio, alto)
· Responsable asignado

El sistema generará un número único de folio (número de ticket) para seguimiento.

4.4 Análisis Inicial

El área responsable (IT o RRHH según aplique) deberá:
· Identificar si se trata de un incidente o una solicitud ARCO.
· Determinar si implica riesgos inmediatos (por ejemplo, fuga de datos, acceso externo).
· Evaluar si se requiere activar el protocolo interno de seguridad o escalar a Gerencia.

4.5 Comunicación con el Solicitante

En ambos escenarios (empleado o cliente), se deberá mantener comunicación directa a través de:

· Correo electrónico
· MS Teams (si aplica)
· Otro medio acordado entre las partes

Se debe confirmar la recepción y proporcionar el número de folio del ticket.

A. Incidentes de Datos Personales

· Realizar un análisis de la información proporcionada.
· Revisar logs, accesos, respaldos y posibles brechas.
· Implementar medidas correctivas o preventivas.
· Generar informe de hallazgos.

B. Solicitudes generales

· Evaluar la solicitud.
· Solicitar documentación complementaria si es necesario.
· Ejecutar el acceso, rectificación, cancelación u oposición.
· Registrar evidencias de atención

C. Otros Tipos de Solicitudes

· Revisar políticas, normativas os documentos relacionados
· Elaborar la respuesta formal para entregar al solicitante

4.7 Cierre del Caso

Para el cierre, se deberá:

· Notificar formalmente al solicitante la resolución.
· Registrar en el ticket las acciones realizadas.
· Adjuntar la evidencia de atención o informe final.
· Cerrar el ticket en el Help Desk.

En casos de alta criticidad, incidentes con información de clientes, proveedores o empleados, enviar informe final a Gerencia gerencia@fongtek.com 

5. Casos críticos e incidentes 

· Datos de empleados: Copia obligatoria a RRHH hr@fongtek.odoo.com e IT itservices@fongtek.odoo.com 
· Clientes o externos: Copia obligatoria a IT itservices@fongtek.odoo.com y Gerencia gerencia@fongtek.com
· Incidentes de riesgo alto: Escalación inmediata a Gerencia gerencia@fongtek.com

6. Responsabilidades

Solicitante
· Proporcionar información verídica en el formato.
· Presentar evidencias claras del incidente o solicitud.

IT
· Validar, analizar y atender incidentes o solicitudes técnicas.
· Mantener comunicación con el solicitante.
· Registrar todo en el Help Desk.

RRHH

· Atender solicitudes relacionadas con datos de empleados.
· Coordinar con IT en caso de incidentes internos.


Gerencia

· Supervisar casos críticos.
· Validar informes y resoluciones finales.

7. Documentación Relacionada

· Formato de Requerimiento o Reclamación de Protección de Datos Personales
· Aviso de Privacidad de FONGTEK
· Manual del Help Desk de Servicios Internos
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